UMOWA POWIERZENIA PRZETWARZANIA DANYCH OSOBOWYCH

(dalej ,Umowa"), zawarta pomiedzy ,Klientem", ,Podmiotem powierzajacym”

cyber_Folks S.A. z siedzibg w Poznaniu, ul. Wierzbiecice 1B, 61-569 Poznan, wpisana do Krajowego
Rejestru Sadowego przez Sad Rejonowy Poznan - Nowe Miasto i Wilda w Poznaniu, Wydziat VIII
Gospodarczy Krajowego Rejestru Sadowego pod nr KRS 0000685595, REGON 367731587, NIP
7792467259, kapitat zaktadowy 306.288,00 ztotych w catosci wptacony.

reprezentowang przez: Jakub Dwernicki - Prezesa Zarzadu

zwang dalej ,Podmiotem przetwarzajagcym”

zwanymi tacznie ,Stronami”, a kazda z osobna takze ,Strona”.

Strony zawieraja niniejszg Umowe Powierzenia Przetwarzania Danych Osobowych w zwigzku z umowa
o $wiadczeniu ustug, przedmiotem ktorej jest swiadczenie na rzecz Klienta (podmiotu powierzajacego
dane osobowe) przez cyber_Folks S.A. (podmiot przetwarzajacy dane osobowe) ustug, dla wykonania
ktérych konieczne jest przetwarzanie Danych osobowych.

§ 1 Definicje

Pojecia uzyte w Umowie majg nastepujgce znaczenie:

1)

2)

3)
4)

5)

6)

7)

8)

Administrator - osoba fizyczna lub prawna, organ publiczny, jednostka lub inny podmiot, ktéry
samodzielnie lub wspdlnie z innymi ustala cele i sposoby przetwarzania danych osobowych,

Dane osobowe - informacje o zidentyfikowanej lub mozliwej do zidentyfikowania osobie
fizycznej ("osobie, ktorej dane dotycza"); mozliwa do zidentyfikowania osoba fizyczna to osoba,
ktérg mozna bezposrednio lub posrednio zidentyfikowaé, w szczegdlnosci na podstawie
identyfikatora takiego jak imie i nazwisko, numer identyfikacyjny, dane o lokalizacji,
identyfikator internetowy lub jeden badz kilka szczegdlnych czynnikéw okreslajgcych fizyczng,
fizjologiczng, genetyczng, psychiczng, ekonomiczng, kulturowg lub spoteczng tozsamos¢ osoby
fizycznej,

Dane osobowe Klienta — Dane osobowe okreslone w § 3 ust. 1 Umowy,

Przetwarzanie — operacja lub zestaw operacji wykonywanych na danych osobowych lub
zestawach danych osobowych w sposdb zautomatyzowany lub niezautomatyzowany, takg jak
zbieranie, utrwalanie, organizowanie, porzadkowanie, przechowywanie, adaptowanie lub
modyfikowanie, pobieranie, przegladanie, wykorzystywanie, ujawnianie poprzez przestanie,
rozpowszechnianie lub innego rodzaju udostepnianie, dopasowywanie lub taczenie,
ograniczanie, usuwanie lub niszczenie (art. 4 pkt 2 RODO),

Podmiot przetwarzajagcy — osoba fizyczna lub prawna, organ publiczny, jednostka lub inny
podmiot, ktéry przetwarza dane osobowe w imieniu administratora (art. 4 pkt 8 RODO),

Podpowierzenie - dalsze powierzenie przetwarzania Danych osobowych przez Podmiot
przetwarzajacy,

Naruszenie ochrony danych osobowych - naruszenie bezpieczenstwa prowadzace do
przypadkowego lub niezgodnego z prawem zniszczenia, utracenia, zmodyfikowania,
nieuprawnionego ujawnienia lub nieuprawnionego dostepu do danych osobowych
przesytanych, przechowywanych lub w inny sposdb przetwarzanych ( art. 4 pkt 12 RODO),

Dni Robocze - dni od poniedziatku do piatku, poza dniami ustawowo wolnymi od pracy,



9) RODO - Rozporzadzenie Parlamentu Europejskiego i Rady 2016/679 z dnia 27 kwietnia 2016
r. w sprawie ochrony oséb fizycznych w zwigzku z przetwarzaniem danych osobowych i w
sprawie swobodnego przeptywu takich danych oraz uchylenia dyrektywy 95/46/WE (ogdlne
rozporzadzenie o ochronie danych),

10) Regulamin $wiadczenia ustug (dalej ,Regulamin") — regulamin okres$lajacy sposéb zawierania i
realizacji umowy o Swiadczenie ustug Zenbox, dostepny na stronie:
https://zenbox.pl/regulaminy.html,

11) Umowa gtéwna - umowa o S$wiadczenie ustugi Zenbox okre$lona w  Regulaminie
zaakceptowanym przez Klienta, regulujacym zasady $wiadczenia ustug przez cyber_Folks S.A. -
podmiot przetwarzajacy na rzecz Klienta - podmiotu powierzajacego, dla wykonania ktérych
konieczne jest przetwarzanie Danych osobowych.

§ 2 Przedmiot Umowy

1. Klient powierza cyber_Folks S.A. do przetwarzania Dane osobowe na zasadach okreslonych w
Umowie.

2. Z tytutu wykonywania swiadczen okreslonych w Umowie spétce cyber_Folks S.A. nie przystuguje
dodatkowe wynagrodzenie ponad to, ktéore zostato okreslone w Umowie gtéwnej i niniejszej
Umowie.

§ 3 Przedmiot i czas przetwarzania

1. Przedmiotem przetwarzania s3 Dane osobowe powierzone do przetwarzania w zwigzku z
realizacja umowy, okres$lone w Zataczniku nr 1 do Umowy.

2. Zmiana zakresu powierzenia nastepuje poprzez przestanie do cyber_Folks S.A. droga
elektroniczng nowej wersji Zatacznika nr 1. Zmiana danych zawartych w ust. 1 powyzej nie
stanowi zmiany Umowy. Klient ma obowigzek doreczy¢ cyber_Folks S.A. os$wiadczenie o zmianie
zakresu powierzenia w terminie 7 dni przed planowanym dokonaniem ujawnieniem dodatkowych
Danych osobowych do cyber_Folks S.A. W razie ograniczenia zakresu powierzenia Klient
zobowiazuje sie usunac z systemow teleinformatycznych cyber_Folks S.A. Dane osobowe, ktére
nie beda zawierac sie w zakresie powierzenia.

3. Niedozwolone jest umieszczanie przez Klienta w systemach teleinformatycznych cyber_Folks S.A.
Danych osobowych w zakresie wykraczajgcym poza Dane okreslone w Zataczniku nr 1 do Umowy.
W razie umieszczenia takich Danych, cyber_Folks S.A. nie ponosi odpowiedzialnosci z tytutu
Umowy wzgledem Klienta ani osdb, ktérych dane dotycza.

4. Powierzenie przetwarzania Danych osobowych nastepuje na czas realizacji Umowy gtéwne;j.
§ 4 Cel i charakter przetwarzania
Dane osobowe przetwarzane sa w celu realizacji Umowy gtéwnej o $wiadczenie ustug Zenbox.

2. Przetwarzanie powierzonych Danych osobowych ma charakter cigglty i nastepuje wytacznie w
formie elektronicznej za pomocy systemoéw informatycznych Podmiotu przetwarzajacego
okreslonych w Umowie gtéownej. Przetwarzanie powierzonych Danych osobowych obejmuje
nastepujace czynnosci przetwarzania: utrwalanie, organizowanie, porzadkowanie,
przechowywanie, pobieranie, przegladanie, , dopasowywanie lub taczenie, ograniczanie, usuwanie
lub niszczenie.

§ 5 Polecenie przetwarzania

Poprzez zawarcie Umowy Klient poleca przetwarzanie Danych osobowych cyber_Folks S.A., a takze
kazdej osobie dziatajgcej z upowaznienia cyber_Folks S.A. majacej dostep do Danych osobowych, co
stanowi udokumentowane polecenie w rozumieniu art. 28 ust. 3 lit. a w zw. z art. 29 RODO.



§ 6 Oswiadczenia Stron

1. cyber_Folks S.A. dziata zgodnie z obowigzkami wynikajgcymi z RODO oraz powszechnie
obowigzujacych przepiséw prawa polskiego.

Klient o$wiadcza, ze jest uprawniony do powierzenia przetwarzania Danych osobowych.

3. Klient powierza do przetwarzania Dane osobowe, dla ktérych jest Administratorem lub ktére
przetwarza w imieniu innego lub innych Administratorow i gwarantuje, ze sg przez niego
przetwarzane zgodnie z prawem.

4, W przypadku, gdy Klient powierza do przetwarzania Dane osobowe, ktére przetwarza w imieniu
innego lub innych Administratoréw, podmioty te wskazuje w Zataczniku nr 2. Zmiana zakresu
podmiotéw bedacych Administratorami nastepuje poprzez przestanie przez Klienta do cyber_Folks
S.A. droga elektroniczna nowej wersji Zatacznika nr 2 w terminie 7 dni od daty zmiany
Administratora danych. Zmiana danych zawartych w ust. 1 powyzej nie stanowi zmiany Umowy.
cyber_Folks S.A. nie ponosi odpowiedzialnoéci za niepodanie lub nieprawidtowe podanie
informaciji, o ktérej mowa w niniejszym punkcie.

5. Klient zobowigzuje sie do przestrzegania Umowy powierzenia oraz wtasciwych przepiséw prawa
majacych zastosowanie do Przetwarzania danych osobowych, w szczegdlnosci zobowigzuje sie do
wypetniania obowigzkéw Administratora wynikajgcych z RODO.

6. Podmiot powierzajacy jest uprawniony do nadawania upowaznien, wydawania instrukcji i polecen
w rozumieniu art. 29 RODO w stosunku do Podmiotu przetwarzajacego, jak réwniez do nadania
uprawnienia, o ktérym mowa w ust. 7 ponizej.

7. Klient uprawnia cyber_Folks S.A. do nadawania upowaznien, wydawania instrukcji i polecen w
rozumieniu art. 29 RODO w stosunku do dalszych podmiotéw przetwarzajgcych.

§ 7 Obowiazki Stron

1. cyber_Folks S.A. osSwiadcza, ze zapewnia wystarczajagce gwarancje wdrozenia odpowiednich
srodkow technicznych i organizacyjnych, by przetwarzanie spetniato wymogi RODO i chronito
prawa 0sob, ktérych dane dotycza.

2. cyber_Folks S.A.:

1) przetwarza Dane osobowe w sposdb zgodny z RODO, innymi powszechnie obowigzujacymi
przepisami, Umowg oraz instrukcjami wydawanymi przez Podmiot powierzajacy,

2) przetwarza Dane osobowe wytacznie na udokumentowane polecenie Klienta, co dotyczy
takze przekazywania Danych osobowych do Panstwa trzeciego Iub organizacji
miedzynarodowej, chyba ze obowiazek taki wynika z powszechnie obowiazujacych przepiséw
prawa. W takim przypadku cyber_Folks S.A. informuje Klienta o obowigzku prawnym
przetwarzania Danych osobowych przed rozpoczeciem ich przetwarzania, chyba ze
powszechnie obowiazujace przepisy zabraniaja udzielania takiej informacji z uwagi na wazny
interes publiczny,

3) dopuszcza do przetwarzania Danych osobowych wytacznie osoby do tego upowaznione,

4) zapewnia, ze kazda osoba dziatajagca z upowaznienia Podmiotu przetwarzajacego i majaca
dostep do Danych osobowych przetwarza je wytacznie na polecenie Podmiotu
powierzajacego, chyba ze wymagaja tego przepisy prawa unijnego lub polskiego,

5) podejmuje wszelkie $rodki techniczne i organizacyjne wymagane zgodnie z art. 32 RODO,

6) zobowiazuje sie pomagaé Klientowi w uzgodnionym przez Strony terminie i formie,
wywiazywac sie z obowigzku odpowiadania na zadania osoby, ktérej dane dotycza, w zakresie
wykonywania jej praw okreslonych w rozdziale Il RODO,

7) w razie potrzeby i na zadanie Klienta, w stopniu nieprzekraczajagcym racjonalnych granic
aktywnosci oraz adekwatnosci naktadéw i srodkéw, pomagaé mu wywigzywac sie z
obowigzkéw okreslonych w art. 32-36 RODO, w tym stosowac $rodki w celu zaradzenia
Naruszeniom oraz w stosownych przypadkach s$rodki w celu zminimalizowania ich
ewentualnych negatywnych skutkdw,

3. Termin realizacji instrukcji lub polecenia, o ktérych mowa w ust. 2 pkt 2, powinien by¢ uzgodniony
przez Strony. Polecenie, ktore dotyczy zmiany zakresu lub sposobu $wiadczenia Ustug, srodkow



technicznych i organizacyjnych stosowanych przez cyber_Folks S.A. lub wykonania dodatkowej
ustugi jest traktowane jak zlecenie dodatkowej ustugi, za wykonanie ktérej cyber_Folks S.A. moze
zazada¢ dodatkowego wynagrodzenia. Takie polecenie moze zosta¢ ztozone wytacznie na
warunkach okre$lonych w Umowie gtéwnej dla zamawiania dodatkowych ustug lub, jezeli Umowa
gtéwna nie reguluje zasad zamawiania dodatkowych ustug, poprzez podpisanie przez obie Strony
odpowiedniego zamoéwienia lub aneksu do Umowy gtéwnej i za wynagrodzeniem obliczonym
wedtug stawek okreslonych w Umowie gtéwnej lub, w razie braku takich stawek w Umowie
gtéwnej, wedtug aktualnego cennika dostepnego na stronie www.zenbox.pl.

Po stwierdzeniu Naruszenia cyber_Folks S.A. bez zbednej zwtoki, zgtasza je Podmiotowi
powierzajagcemu. Zgtoszenie dokonywane jest na adres e-mail Klienta, z wykorzystaniem wzoru
stanowigcego Zatacznik nr 3 do Umowy. Jesli informacji w Zgtoszeniu nie da sie udzieli¢ w tym
samym czasie, Podmiot przetwarzajagcy ma obowigzek ich udziela¢ sukcesywnie bez zbednej
zwitoki.

cyber_Folks S.A. korzysta wytacznie z ustug takich dalszych podmiotéw przetwarzajacych, ktére
zapewniajg wystarczajagce gwarancje wdrozenia odpowiednich s$rodkéw technicznych i
organizacyjnych, by przetwarzanie spetniato wymogi RODO i chronito prawa osdéb, ktérych dane
dotycza. cyber_Folks S.A. zapewnia, iz dalszy podmiot przetwarzajacy wypetnia te same obowiazki
ochrony Danych osobowych, jakie zostaty w Umowie natozone na Podmiot przetwarzajacy.

Klient wyraza zgode ogdlng zgode na korzystanie przez cyber_Folks S.A. z dalszych podmiotéw
przetwarzajacych w ramach Podpowierzenia. Do takich podmiotéw nalezg podwykonawcy,
ustugodawcy i wspotpracownicy cyber_Folks S.A., ktérzy otrzymujg dane w zakresie i na potrzeby
realizacji Umowy gtéwnej. cyber_Folks S.A. jest uprawniony do udostepnienia danych takze
Rejestrom Nazw Domen i Jednostkom Certyfikujgcym wskazanym § 7 ust. 9 Regulaminu w
zakresie i na potrzeby realizacji Umowy gtéwnej. Informacje na temat podmiotéw trzecich
bedacych odbiorcami danych znajduja sie w Polityce prywatnosci
(https://zenbox.pl/regulaminy.html).

cyber_Folks S.A. informuje Klienta o zamierzonych zmianach dotyczacych dodania lub zastapienia
podmiotéw wskazanych ust. 6, w tym o zamiarze przekazania danych do podmiotu z panstwa
trzeciego, nie pdzniej niz w terminie 14 dni przed ich wprowadzeniem, a Klient w tym terminie
moze whnie$¢ sprzeciw wobec takich zmian, w ktérym wyjasni podstawy do nieudzielenia
akceptacji nowemu podmiotowi. Whiesienie sprzeciwu oznacza brak zgody na dodanie lub
zastgpienie takiego podmiotu. W takim przypadku Stronom przystuguje prawo rozwigzania
Umowy powierzenia oraz Umowy gtéwnej ze skutkiem natychmiastowym.

§ 8 Prawo kontroli

cyber_Folks S.A. umozliwia Klientowi lub upowaznionemu audytorowi Klienta przeprowadzenie
audytow i przyczynia sie do nich, z zastrzezeniem nastepujacych warunkéw okreslonych w ust. 2
i3.

Audyt prowadzony jest w formie analizy oswiadczen i dokumentéw przedtozonych przez
cyber_Folks S.A. Z zakresu audytu wytaczone s3 informacje niedotyczace Podmiotu
powierzajgcego, Dane osobowe innych Klientéw oraz dane poufne cyber_Fols S.A. W
szczegolnych wypadkach, ktéorych potrzebe Klient uzasadni w formie pisemnego wyjasnienia,
audyt moze obejmowac takze wizytacje lokali Podmiotu przetwarzajacego, o ile majg bezposredni
zwigzek w wykonywaniem Umowy powierzenia. W takim wypadku Klient zgtasza zamiar
przeprowadzenia audytu co najmniej 30 dni przed jego proponowanym terminem. Termin wizytacji
wyznacza cyber_Folks S.A. po konsultacji z Klientem. Koszty przeprowadzenia audytu pokrywa
Klient.

Audytorem wyznaczonym przez Klienta nie moze by¢ podmiot prowadzacy dziatalnos¢
konkurencyjng wobec cyber_Folks S.A. ani podmiot z nim powigzany, pracownik lub podmiot
wspoétpracujacy, bez wzgledu na podstawe zatrudnienia lub wspodtpracy. Audytor przed
przystapieniem do czynnosci sprawdzajacych jest zobowigzany do ztozenia zobowigzania do
zachowania pozyskanych informacji w poufnosci.

cyber_Folks S.A. niezwtocznie informuje Klienta, jesli polecenie wydane w oparciu o § 7 ust. 2
pkt 2) Umowy lub w oparciu o ust. 1 powyzej stanowi naruszenie RODO lub innych powszechnie
obowigzujacych przepisow.



§ 9 Odpowiedzialnos¢

Kazda ze Stron odpowiada za szkody wyrzadzone drugiej Stronie oraz osobom trzecim w zwigzku z
wykonywaniem Umowy, zgodnie z przepisami Kodeksu cywilnego.

Umowa powierzenia stanowi integralng cze$¢ Umowy gtéwnej i jej naruszenie stanowi naruszenie
Umowy gtéwnej.

cyber_Folks S.A. odpowiada za szkody spowodowane przetwarzaniem Danych osobowych w
sposéb naruszajacy przepisy RODO, inne powszechnie obowigzujace przepisy lub postanowienia
Umowy, jesli nie dopetnit obowigzkéw natozonych na niego przez przepisy RODO, inne
powszechnie obowigzujgce przepisy lub postanowienia Umowy lub gdy dziatat poza zgodnymi z
prawem poleceniami Podmiotu powierzajgcego lub wbrew tym poleceniom.

W przypadku, gdy za szkode spowodowang przetwarzaniem Danych osobowych odpowiadajg
zaréwno Podmiot powierzajacy, jak i Podmiot przetwarzajacy, ponosza oni odpowiedzialnos¢
solidarng za catg szkode.

§ 10 Czas trwania i wypowiedzenie Umowy

Umowa zostaje zawarta na czas obowigzywania Umowy gtéwnej. W celu unikniecia watpliwosci,
rozwigzanie Umowy gtéwnej skutkuje rozwigzaniem Umowy.

Niedozwolone jest rozwigzanie Umowy powierzenia przed uptywem okresu obowigzywania
Umowy gtéwnej bez jednoczesnego rozwigzania Umowy gtéwne;j.

W terminie 30 dni od zakonczenia swiadczenia ustug zwiazanych z przetwarzaniem, Klient ma
prawo zwrécic sie do cyber_Folks S.A. z wnioskiem o zwrot powierzonych Danych osobowych w
zakresie okreslonym w Zataczniku nr 1 do Umowy, aktualnym na dzien zwrotu.

Po uptywie terminu okreslonego w ust. 3, w sposéb i terminie okresSlonych w Regulaminie
cyber_Folks S.A. usunie powierzone mu Dane osobowe, jak réwniez usunie wszelkie ich istniejgce
kopie, chyba ze powszechnie obowigzujace przepisy nakazujg przechowywanie tych Danych
osobowych.

Kazdej ze Stron przystuguje prawo rozwigzania Umowy w trybie natychmiastowym, w przypadku
naruszenia postanowien Umowy przez druga Strone, w tym w przypadku nie wypetnienia przez
druga Strone obowigzkéw wskazanych w RODO lub innych powszechnie obowigzujacych
przepisach dotyczacych ochrony danych osobowych

§ 11 Dane kontaktowe Stron
W sprawach zwiazanych z realizacja Umowy Strony podaja nastepujace dane kontaktowe:
a) Ze strony podmiotu POWIEIZajaCeg0: ettt erennns

Adres korespondencyjny: s

Adres e-mail: s

b) Ze strony podmiotu przetwarzajacego: cyber_Folks S.A.
Adres korespondencyjny: ul. Wierzbiecice 1B, 61-569 Poznan
Adres e-mail: kontakt@zenbox.pl

Doreczenia i zawiadomienia, dla ktérych Umowa lub powszechnie obowigzujace przepisy nie
wymagaja formy pisemnej, dokonywane s3 drogg elektroniczng na adresy e-mail Stron.

O zmianie danych zawartych w ust. 1 powyzej kazda ze Stron zawiadomi niezwtocznie druga
Strone w formie elektronicznej. Zmiana danych zawartych w ust. 1 powyzej nie stanowi zmiany
Umowy.

§ 12 Postanowienia koncowe
Umowa podlega prawu polskiemu.
Zataczniki stanowig integralng cze$¢ Umowy.

W sprawach nieuregulowanych Umowa zastosowanie maja powszechnie obowiazujace przepisy
prawa polskiego oraz RODO.



W przypadku rozbieznosci postanowien Umowy powierzenia i Umowy gtéwnej pierwszenstwo
maja postanowienia Umowy powierzenia.

Wszelkie zmiany lub uzupetnienia Umowy wymagajg zachowania formy pisemnej pod rygorem
niewaznosci, chyba ze Umowa stanowi inaczej.

Przeniesienie praw i obowiazkéw wynikajacych z Umowy jest dopuszczalne wytacznie w
przypadku, gdy nastepuje przeniesienie praw i obowigzkéw wynikajacych z Umowy gtéwnej.
Zmiana Strony Umowy nastepuje na warunkach okreslonych w Umowie gtéwnej dla zmiany Strony
Umowy gtéwnej.

Sadem wtasciwym dla rozstrzygania sporow powstatych w zwigzku z realizacjag Umowy jest sad
witasciwy dla siedziby powoda.



Zatacznik nr 1 - Przedmiot przetwarzania

Kategorie osob, ktorych dane dotycza

klienci Klienta

potencjalni klienci Klienta

pracownicy Klienta

kandydaci do pracy Klienta

wspoétpracownicy Klient

abonenci Klienta

kontrahenci Klienta

oferenci Klienta

dostawcy Klienta

zleceniodawcy Klienta

zleceniobiorcy Klienta

internauci
uzytkownicy stron internetowych, sklepéw internetowych, portaléw internetowych, foréw dyskusyjnych,
chatéw internetowych nalezacych do Klienta

inne (prosimy o podanie kategorii os6b ktére nie zostaty wymienione powyzej - jesli takie wystepuja)

Rodzaj danych osobowych

Dane zwykte:

dane identyfikacyjne (imie, drugie imie, nazwisko, nazwisko rodowe, data urodzenia, miejsce
urodzenia, imiona rodzicéw, nazwisko rodowe matki, numer dowodu osobistego, numer paszportu, NIP,
REGON, PESEL, login, numer telefonu, adres e-mail, wizerunek)

dane adresowe (kraj, miasto, miejscowos$¢, ulica, numer ulicy, numer domu, kod pocztowy,
wojewddztwo, powiat, gmina)

dane transakcyjne (dane handlowe, dane ksiegowe, dane ptacowe)

dane marketingowe (zgody na wysytanie informacji handlowych, preferencje, upodobania,
zainteresowania, historia zakupdw, historia aktywnosci internetowej)

inne (prosimy o podanie rodzaju danych ktére nie zostaty wymienione powyzej - jesli takie wystepuija)

Szczegolne kategorie danych osobowych

prosimy o podanie szczegdlnych kategorii danych osobowych (jesli takie wystepuja)

Szczegolne kategorie danych osobowych

prosimy o podanie szczegélnych kategorii danych osobowych (jesli takie wystepuja)




Lista Administratoréw, w imieniu ktérych nastepuje przetwarzanie Danych osobowych

Zatacznik nr 2

Lp.

Nazwa podmiotu

Siedziba i adres podmiotu




Zatacznik nr 3

Wzér zgtoszenia Naruszenia ochrony danych osobowych

Zgtoszenie naruszenia ochrony danych osobowych

Data zgtoszenia: ......cccceeevereennnnee

Charakter Naruszenia

e Data Naruszenia

e Czas trwania Naruszenia

e Miejsce zaistnienia Naruszenia

e Data stwierdzenia Naruszenia

e Miejsce stwierdzenia Naruszenia

e Kategorie 0séb, ktérych dane dotycza i
ktérych dotyczy Naruszenie

e Przyblizona liczba oséb, ktorych dane
dotycza i ktorych dotyczy Naruszenie

e Kategorie danych osobowych, ktérych
dotyczy Naruszenie

e  Przyblizona liczba wpiséw danych
osobowych, ktérych dotyczy Naruszenie

Opis mozliwych konsekwencji Naruszenia

Opis $rodkéw zastosowanych lub
proponowanych przez Podmiot przetwarzajacy w
celu zaradzenia Naruszeniu, w tym w
stosownych przypadkach srodkéw w celu
zminimalizowania jego ewentualnych
negatywnych skutkow

Czy podane informacje stanowig wszystkie
informacje, ktore dotyczg Naruszenia ochrony
danych osobowych?




